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WiFi hotspots
safe



Our solution for safe WiFi hotspots

Info WiFi hotspots are now among the most sought-after technologies of customers 
in hotels, restaurants, bars and hospitality businesses in general.

International regulations have almost all endorsed themselves in recognizing an 

operator's responsibility for traffic on their network made available. FlashStart's 
cloud-based filtering with Artificial Intelligence is the perfect solution to prevent 
customers from browsing sites used for cyber threats, data theft, scams and groom-

ing, as well as sites with explicit, violent and illegal content.
 

Pornography, weapons, drugs etc. can be blocked not only at the level of web access 
but also from search results without customers being able to disable protection. To 
avoid overload on the bandwidth, the operator can prevent, at peak traffic times, 
update downloads, streaming and services to send large packets of data. 

Protection 
total



 Why choose FlashStart?

Safe browsing
Protecting traffic from malicious, illegal, dangerous, and inappropriate sites, exempt 
from any control responsibilities that are imposed on operators by local regulations.

Advanced monitoring
85 categories of your choice so that you can fully customize filtering of your web 
browsing.Optional protection of searches on Google, YouTube, Bing,and DuckDuckGo.

WiFi bandwidth speed
Hourly limitations for streaming and heavy downloads to avoid WiFi congestion. 
Improvements in latency with Anycast Network among the fastest in the world.

Geo-based blocking
Exclusive geo blocking to prevent access to domains located in geographic areas of 
high malware risk and compromise, with white listing capability for secure sites.

Optimal configuration
Compatibility with any router or device used and easy configuration of hotspots. 
Centralized control with instant filter changes throughout the network.

Excellent pricing and support
Public connection security at very affordable prices, proportionate to the traffic and 
number of hotspots to be protected. Multilingual support, via chat.



flashstart.com
info@flashstart.comFunctions / Technical features

Geoblocking
Block of navigation towards countries 
at risk of hacker attacks and cyber threats.
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Maximum global experience
Appreciated for more than 10 years by Internet 
Service Provider in150 countries.

Malware Protection
Navigation security from malware, 
ransomware, botnet, phishing...

DNS Intelligence on contents
Parental control and personalized web filtering 
for households, schools, organizations 
and companies.

Blacklists based on A-I
Over 90 categories continuously  
updated through Artificial Intelligence.

Local Cache DNS 
Optional DNS Proxy that can be added to the 
ISP net to further reduce the resolution latency.

Detailed analytics
Analytic reports in real time, by visited category 
and macro category, and scheduled via email.

Maximum compatibility
Possibility to connect it to every Router,  
WiFi HotSpot, Firewall and  Gateway. Support for 
static IP, dynamic IP (IPU4, IPU6) and DNS protocol.

Research engine filtering
Block of explicit contents (violence, 
porn...) that can be activated for searches 
on Google, Bing, YouTube and DuckDuckGo.

IP protection from blacklists
Upkeep of public IPs out of global blacklists.


