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FlashStart’s solutions for Home

Info

Total
protection

Protection
everywhere

Free parental control systems are easily circumvented by the new digital 
native generations that are constantly connected. 

To protect the family from surfing threats, the best solution is domain monitoring 
via Artificial Intelligence. FlashStart’s broad classification makes it possible 
to block access to sites with dangers such as viruses, scams, data theft, grooming, etc., 
but also to monitor accessible pages that are not suitable for minors.
 

Explicit, violent, illegal and child pornographic content can be excluded 
from both navigation and search results. Bullying, pornography, drugs, weapons, 
dangerous games and online grooming can be curbed within the family, 
while social and online distractions can be moderated by time slot. 

By installing the Client Shield app, the same home protection can be extended 

to smartphones, tablets and remote connections in general. 
The filter is administered in the cloud, so it cannot be deactivated by minors.



Why choose FlashStart?

Advanced protection
Updated monitoring by artificial intelligence for malware, viruses, scams, 
and child grooming. Exclusive, full blocking capability for high-risk regions.

Secure devices
Cyber security of the entire WiFi network, and, consequently, of all connected devices, 
both children’s and parents’, including memories where antivirus cannot be installed.

Certified content
Protection from illicit and inappropriate contents (gambling, pornography, violence, 
etc.) in both browsing and searches on Google, Youtube, Bing, and DuckDuckGo.

Optimal programming
Distinctive filtering profiles for each connecting device with the capability of program-
ming by time slot, also blocking online distractions (games, social networks, etc.).

Instant installation
Easy setup on any router or device.  Also on smartphones, tablets, and Chromebooks 
with Client Shield app for remote protection. Cannot be disabled by minors.

Exceptional prices
Very affordable pricing.Direct contact and support from local retailers who are recom-
mended by us, in case the user does not already have his or her own trusted provider.



flashstart.com
info@flashstart.comFunctions / Technical features

Geoblocking
Block of navigation towards countries 
at risk of hacker attacks and cyber threats.
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Maximum global experience
Appreciated for more than 10 years by Internet 
Service Provider in150 countries.

Malware Protection
Navigation security from malware, 
ransomware, botnet, phishing...

DNS Intelligence on contents
Parental control and personalized web filtering 
for households, schools, organizations 
and companies.

Blacklists based on A-I
Over 90 categories continuously  
updated through Artificial Intelligence.

Local Cache DNS 
Optional DNS Proxy that can be added to the 
ISP net to further reduce the resolution latency.

Detailed analytics
Analytic reports in real time, by visited category 
and macro category, and scheduled via email.

Maximum compatibility
Possibility to connect it to every Router,  
WiFi HotSpot, Firewall and  Gateway. Support for 
static IP, dynamic IP (IPU4, IPU6) and DNS protocol.

Research engine filtering
Block of explicit contents (violence, 
porn...) that can be activated for searches 
on Google, Bing, YouTube and DuckDuckGo.

IP protection from blacklists
Upkeep of public IPs out of global blacklists.


