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Web security 
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at a distance 



Info

Total
protection

Protection
everywhere

Distance education is booming and increasingly exposed to the dangers of the 
Net. Flashstart protects students connected remotely, just like at school.

Being a cloud-based filter, it cannot be disabled by users. It performs advanced moni-
toring with Artificial Intelligence against virus threats, data theft, and child grooming, 
which would not be controllable remotely.It allows filtering unwanted content and 
images from search results as well.
 

Provides a valuable tool for bullying and pornography problems within the school 
network and on provided devices, for which management is generally responsible 
under local regulations. It has a negligible impact on the user's battery, does not slow 
down browsing or prevent access to school resources. 

It protects anywhere: at home, in the library or on a study trip. 

Our solution for distance learning



 Why choose FlashStart?

Advanced security
Artificial Intelligence-enhanced DNS protection against malware attacks, data theft, 
scams, illegal and inappropriate content, bullying, pornography, and grooming..

Effective monitoring
Effective content filtering to block sources of distraction, even on remote devices, so 
as to maximize student attention.

Flexible installation
Instant installation as an endpoint application for tablets, laptops, and smartphones, 
without additional hardware and with negligible battery consumption.

Protection everywhere
Anywhere security. Does not impede access to school resources, does not slow down 
browsing, in fact ensures fast roaming

Centralized management
Filter configurations directly from the office, including by time slot. Exclusive monitor-
ing on geographic basis and on search results that cannot be turned off by students.

Extremely affordable
Extension of protection to remote devices with an extremely affordable price, as the 
filter is already installed in the school network.



flashstart.com
info@flashstart.comFunctions / Technical features

Geoblocking
Block of navigation towards countries 
at risk of hacker attacks and cyber threats.
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Maximum global experience
Appreciated for more than 10 years by Internet 
Service Provider in150 countries.

Malware Protection
Navigation security from malware, 
ransomware, botnet, phishing...

DNS Intelligence on contents
Parental control and personalized web filtering 
for households, schools, organizations 
and companies.

Blacklists based on A-I
Over 90 categories continuously  
updated through Artificial Intelligence.

Local Cache DNS 
Optional DNS Proxy that can be added to the 
ISP net to further reduce the resolution latency.

Detailed analytics
Analytic reports in real time, by visited category 
and macro category, and scheduled via email.

Maximum compatibility
Possibility to connect it to every Router,  
WiFi HotSpot, Firewall and  Gateway. Support for 
static IP, dynamic IP (IPU4, IPU6) and DNS protocol.

Research engine filtering
Block of explicit contents (violence, 
porn...) that can be activated for searches 
on Google, Bing, YouTube and DuckDuckGo.

IP protection from blacklists
Upkeep of public IPs out of global blacklists.


